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Subject: Custom audiences OIA

Kia ora all,

You’re likely aware that we (Inland Revenue) are getting a number of media queries and OIAs on
our use of custom audience lists in social media.

I thought I’d touch base as I’d assume you’ll also be getting a few OIAs on this topic coming your
way. Do any of your teams use custom audiences?

I thought it might be helpful to share our key messages (obviously how agencies use custom
audiences will vary, this is our response):

the use of custom audiences lists  (which includes the process of hashing data when the
lists are uploaded) is common practice, and we operate well within the guidelines of the
NZ Information Security manual, which is maintained by the GCSB.
we can only match customer data as they have already provided it to the social media
platform (we do not provide new data) and all data for custom audience lists is hashed
when uploaded. This means it is un-identifiable when it gets to the social media platform.
Hashing is a type of cryptographic security method that turns identifiers into randomised
code and cannot be reversed so identities are protected. For example,
John.doe@ird.govt.nz may come out hashed as
wLKziR/6RoXDv1MDaXLH1UNUC9nIVr97jrTnL4TcxsM=.

Cheers,
Pip

Service Leader Marketing and Communications
Inland Revenue | P O Box 2198 | Wellington 6014

This email and any attachment may contain confidential information. If you have received this
email or any attachment in error, please delete the email / attachment, and notify the sender.
Please do not copy, disclose or use the email, any attachment, or any information contained in
them. Consider the environment before deciding to print: avoid printing if you can, or consider
printing double-sided. Visit us online at ird.govt.nz
This email and any attachments may contain information that is confidential and/or subject
to legal privilege. If you are not the intended recipient, any use, dissemination, or
duplication of this email and attachments is prohibited. If you have received this email in
error please notify the author immediately and erase all copies of the email and
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You don't often get email from pip.knight . Learn why this is important

Subject: Custom audiences OIA

Kia ora all,

You’re likely aware that we (Inland Revenue) are getting a number of media queries and OIAs on our
use of custom audience lists in social media.

I thought I’d touch base as I’d assume you’ll also be getting a few OIAs on this topic coming your way.
Do any of your teams use custom audiences?

I thought it might be helpful to share our key messages (obviously how agencies use custom audiences
will vary, this is our response):

the use of custom audiences lists  (which includes the process of hashing data when the lists
are uploaded) is common practice, and we operate well within the guidelines of the NZ
Information Security manual, which is maintained by the GCSB.
we can only match customer data as they have already provided it to the social media platform
(we do not provide new data) and all data for custom audience lists is hashed when uploaded.
This means it is un-identifiable when it gets to the social media platform. Hashing is a type of
cryptographic security method that turns identifiers into randomised code and cannot be
reversed so identities are protected. For example, John.doe@ird.govt.nz may come out hashed
as wLKziR/6RoXDv1MDaXLH1UNUC9nIVr97jrTnL4TcxsM=.

Cheers,
Pip

Service Leader Marketing and Communications
Inland Revenue | P O Box 2198 | Wellington 6014

This email and any attachment may contain confidential information. If you have received this email
or any attachment in error, please delete the email / attachment, and notify the sender. Please do not
copy, disclose or use the email, any attachment, or any information contained in them. Consider the
environment before deciding to print: avoid printing if you can, or consider printing double-sided.
Visit us online at ird.govt.nz

CONFIDENTIALITY NOTICE

The information in this email is confidential to the Treasury, intended only for the addressee(s), and may also be legally
privileged. If you are not an intended addressee:
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Some people who received this message don't often get email from pip.knight  Learn why this is
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From: Pip Knight
To: Shaun Jones
Subject: RE: Custom audiences OIA
Date: Wednesday, 11 September 2024 1:34:00 pm
Attachments: image001.png

Cool. Thanks for confirming.

So far we’ve not found any other govt. agency doing it… which was a surprise.

Have a great day.
Pip

From: Shaun Jones  
Sent: Wednesday, September 11, 2024 12:58 PM
To: Pip Knight 
Subject: RE: Custom audiences OIA

Hi Pip,

Confirming we don’t run campaigns using hashed customer data on social platforms.

Shaun Jones (He/Him)
Head of External Engagement, ACC

ACC Website | ACC Newsroom | Facebook | Instagram | LinkedIn | YouTube | Twitter

From: Pip Knight  
Sent: Tuesday, September 10, 2024 12:14 PM
To: Shaun Jones 
Subject: RE: Custom audiences OIA

Thanks Shaun.

Do you use custom audiences at all? It doesn’t sound like many (or even any) other govt agencies
do.

Cheers,
Pip
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From: Shaun Jones  
Sent: Tuesday, September 10, 2024 12:07 PM
To: Pip Knight 
Subject: RE: Custom audiences OIA

Thanks for this, Pip. Appreciate you sharing it.

Confirming that we haven’t received any OIAs on customer audiences yet.

Shaun Jones (He/Him)
Head of External Engagement, ACC

ACC Website | ACC Newsroom | Facebook | Instagram | LinkedIn | YouTube | Twitter

From: Pip Knight  
Sent: Tuesday, September 10, 2024 10:17 AM
To: 
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Service Leader Marketing and Communications
Inland Revenue | P O Box 2198 | Wellington 6014
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From: Charlotte Wilson
To: Pip Knight
Cc: Thomas Allen
Subject: RE: Custom audiences OIA
Date: Friday, 11 October 2024 9:50:12 am
Attachments: image001.png

Kia ora Pip,

Thanks for the update and my apologies for not acknowledging earlier. This was very helpful.
 While I generally prefer to answer the questions asked and not anticipate too much, if we know
something is likely to come up then it’s good to be proactive.

Hopefully I can repay the favour sometime; if you are up for a coffee sometime, please let me
know.

Ngā mihi,
Charlotte

From: Pip Knight  
Sent: Tuesday, 8 October 2024 11:58 am
To: Charlotte Wilson 
Cc: Thomas Allen
Subject: RE: Custom audiences OIA

Hi Charlotte,

Our review covers all advertising that has used custom audience lists, so whilst we’ve not
specifically called out recruitment if we’d used custom audience lists for recruitment then this
would be included.

Hope that is helpful.

Thanks,
Pip

From: Charlotte Wilson  
Sent: Tuesday, October 8, 2024 9:50 AM
To: Pip Knight
Subject: RE: Custom audiences OIA
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Kia ora Pip,

We are currently in the midst of responding to the Crown Law version of this query.

It has sparked a conversation about the different online advertising platforms we use for
recruitment and whether they should be included in scope. Did you confine your response to
advertising on social media?

Also, was there any follow-up relating to recruitment advertising in particular or did the query
remain focused on social media only?

I’m happy to chat if you would prefer. 

Ngā mihi,
Charlotte

From: Pip Knight  
Sent: Tuesday, 10 September 2024 10:17 am
Subject: Custom audiences OIA

Kia ora all,

You’re likely aware that we (Inland Revenue) are getting a number of media queries and OIAs on
our use of custom audience lists in social media.

I thought I’d touch base as I’d assume you’ll also be getting a few OIAs on this topic coming your
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when uploaded. This means it is un-identifiable when it gets to the social media platform.
Hashing is a type of cryptographic security method that turns identifiers into randomised
code and cannot be reversed so identities are protected. For example,
John.doe@ird.govt.nz may come out hashed as
wLKziR/6RoXDv1MDaXLH1UNUC9nIVr97jrTnL4TcxsM=.

Cheers,
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Pip

Service Leader Marketing and Communications
Inland Revenue | P O Box 2198 | Wellington 6014

This email and any attachment may contain confidential information. If you have received
this email or any attachment in error, please delete the email / attachment, and notify the
sender. Please do not copy, disclose or use the email, any attachment, or any information
contained in them. Consider the environment before deciding to print: avoid printing if you
can, or consider printing double-sided. Visit us online at ird.govt.nz
Confidentiality Notice: This email may contain information that is confidential or
legally privileged. If you have received it by mistake, please: 
(a) reply promptly to that effect, and remove this email and the reply from your system; (b)
do not act on this email in any other way. Thank you.
This email and any attachment may contain confidential information. If you have received
this email or any attachment in error, please delete the email / attachment, and notify the
sender. Please do not copy, disclose or use the email, any attachment, or any information
contained in them. Consider the environment before deciding to print: avoid printing if you
can, or consider printing double-sided. Visit us online at ird.govt.nz
Confidentiality Notice: This email may contain information that is confidential or
legally privileged. If you have received it by mistake, please: 
(a) reply promptly to that effect, and remove this email and the reply from your system; (b)
do not act on this email in any other way. Thank you.
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Caution - This message and accompanying data may contain information that is
confidential or subject to legal privilege. If you are not the intended recipient you are
notified that any use, dissemination, distribution or copying of this message or data is
prohibited. If you received this email in error, please notify us immediately and erase all
copies of the message and attachments. We apologise for the inconvenience. Thank
you.
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